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\ Session Abstract

Risk professionals attempting to navigate their organizations safely through today’s threat landscape
are constantly buffeted by waves of information and potential risk. Keeping an organization away
from hidden reefs and forecasted storms is increasingly difficult and complex. As teams attempt to
manage sheer data volumes from a variety of security tools, incidents, compliance requirements, etc.
they find a majority of the gathered information is irrelevant. Teams struggle to identify true risks in
a sea of non-critical events. Business context can be the rudder to keep risk prioritization activities on
course.
In this presentation, we will discuss how organizations can take simple steps to align business
criticality to their critical assets, create a tier structure and map SLA activity in order to have a context
aware intelligence strategy.

\ Target Audience
Presentation is targeted at all levels.

| COBIT Objectives
COBIT 5:
EDMO03: Ensure Risk Optimization
EMMO4: Ensure Resource Optimization
APOO08: Manage Relationships
APOOQ09: Manage Service Agreements
BAIO4: Manage Availability & Capacity
BAIO6: Manage Changes
BAIO9: Manage Assets
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